**Modello ricezione segnalazione al Protocollo Generale del Consiglio regionale**

I dipendenti e i collaboratori che intendono segnalare situazioni di illecito (fatti di corruzione ed altri reati contro la pubblica amministrazione, fatti di supposto danno erariale o altri illeciti amministrativi) di cui sono venuti a conoscenza in ragione del rapporto di lavoro debbono utilizzare questo modello.

Per ulteriori approfondimenti, è possibile consultare gli atti di regolazione ANAC (delibera n. 469 del 09 giugno 2021 contenente le “Linee guida in materia di tutela degli autori di segnalazioni di reati o irregolarità di cui siano venuti a conoscenza in ragione di un rapporto di lavoro, ai sensi dell’art. 54-bis del d.lgs. 165/2001 (c.d. whistleblowing)”; il P.N.A e il PTPCT 2022-2024 del Consiglio regionale – “Procedura per la gestione delle segnalazioni di illecito ai sensi dell’art.54-bis del D.lgs. n.165 del 30.03.2001 (c.d. whistleblowing)” a cui si rimanda integralmente.

**Note per la compilazione**

Il modulo di segnalazione, debitamente compilato e firmato, deve essere indirizzato esclusivamente al Responsabile della prevenzione della corruzione e della trasparenza (di seguito RPCT) del Consiglio regionale (via Roma n. 25 - 09125 Cagliari) e trasmesso all’ufficio protocollo generale del Consiglio regionale, alternativamente, scegliendo una delle seguenti modalità:

a) tramite posta ordinaria; raccomandata con ricevuta di ritorno; consegna brevi manu in sede. La segnalazione deve essere inserita in una busta chiusa con all’esterno la locuzione ben evidente “Riservato – Whistleblowing”

b) tramite posta elettronica certificata all’indirizzo: rpctwhib@pec.crsardegna.it con la dicitura nell’oggetto “Riservato – Whistleblowing”

**si informa che**

la segnalazione, nel rispetto della tutela della riservatezza dell’identità del segnalante, potrà essere trasmessa alle competenti Autorità giudiziarie, per i profili di rispettiva competenza. In merito si richiama l’art. 54 bis comma 3 del d.lgs. n.165/2001 che dispone:

* nell'ambito del procedimento penale, l'identità del segnalante è coperta dal segreto nei modi e nei limiti previsti dall'articolo 329 del codice di procedura penale;
* nell'ambito del procedimento dinanzi alla Corte dei conti, l'identità del segnalante non può essere rivelata fino alla chiusura della fase istruttoria.

**si avvisa altresì**

che ai sensi del citato art. 54bis comma 3:

* nell'ambito del procedimento disciplinare l'identità del segnalante non può essere rivelata, ove la contestazione dell'addebito disciplinare sia fondata su accertamenti distinti e ulteriori rispetto alla segnalazione, anche se conseguenti alla stessa. Qualora la contestazione sia fondata, in tutto o in parte, sulla segnalazione e la conoscenza dell'identità del segnalante sia indispensabile per la difesa dell'incolpato, la segnalazione sarà utilizzabile ai fini del procedimento disciplinare solo in presenza di **consenso** del segnalante alla rivelazione della sua identità.

|  |  |
| --- | --- |
| NOME e COGNOME DEL SEGNALANTE |  |
| QUALIFICA O POSIZIONE PROFESSIONALE[[1]](#footnote-1) |  |
| SEDE DI SERVIZIO |  |
| TEL/CELL |  |
| E‐MAIL |  |
| DATA/PERIODO IN CUI SI È VERIFICATO IL FATTO: | gg/mm/aaaa |
| LUOGO FISICO IN CUI SI È VERIFICATO IL FATTO: | ☐ ufficio(indicare denominazione e indirizzo della struttura)☐ all’esterno dell’ufficio(indicare luogo ed indirizzo) |
| RITENGO CHE LE AZIONI OD OMISSIONI COMMESSE O TENTATE SIANO[[2]](#footnote-2): | ☐ penalmente rilevanti;☐ poste in essere in violazione del Codice di comportamento dei dipendenti o di altre disposizioni sanzionabili in via disciplinare;☐ suscettibili di arrecare un pregiudizio patrimoniale al Consiglio regionale o ad altra pubblica amministrazione;☐ suscettibili di arrecare un pregiudizio all’immagine del Consiglio regionale o di altra pubblica amministrazione;☐ suscettibili di arrecare un pregiudizio ai dipendenti o ad altri soggetti che svolgono la loro attività presso il Consiglio regionale;☐ suscettibili di arrecare un pregiudizio ai cittadini;☐ altro (specificare). |

|  |  |
| --- | --- |
| DESCRIZIONE DEL FATTO (CONDOTTA ED EVENTO) |  |
| AUTORE/I DEL FATTO[[3]](#footnote-3) | 1. ………………………………………………….2. ………………………………………………….3. …………………………………………………. |
| ALTRI EVENTUALI SOGGETTI A CONOSCENZA DEL FATTO E/O IN GRADO DI RIFERIRE SUL MEDESIMO[[4]](#footnote-4) | 1. ………………………………………………….2. ………………………………………………….3. …………………………………………………. |
| EVENTUALI DOCUMENTI A SOSTEGNO DELLA SEGNALAZIONE | 1. ………………………………………………….2. ………………………………………………….3. …………………………………………………. |
| OGNI ALTRA INFORMAZIONE CHE POSSA FORNIRE UN UTILE RISCONTRO CIRCA LA SUSSISTENZA DEI FATTI SEGNALATI |  |

Ho preso visione dell’Informativa (art 13 del Regolamento UE 2016/679 del Parlamento europeo e del Consiglio del 27 aprile 2016 -Regolamento generale sulla protezione dei dati) allegata.

Esprimo il mio consenso a rivelare la mia identità, all’ufficio competente per i procedimenti disciplinari nelle ipotesi previste dall’art. 54 bis comma 3 del D.lgs. n.165/2001: (SI ) - (NO)

Sono a conoscenza che la mia segnalazione può essere eventualmente trasmessa alle Autorità giudiziarie per i profili di rispettiva competenza.

Sono consapevole delle responsabilità e delle conseguenze civili e penali previste in caso di dichiarazioni mendaci e/o formazione o uso di atti falsi, anche ai sensi e per gli effetti dell’art.76 del P.P.R. n.445/2000.

Allego copia di documento di riconoscimento in corso di validità.

LUOGO, DATA FIRMA

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Informativa ai sensi dell’articolo 13 del Regolamento UE 2016/679 del Parlamento europeo e del Consiglio del 27 aprile 2016 (Regolamento generale sulla protezione dei dati).**

**Si informa che:**

**Il Titolare del trattamento** dei dati personali raccolti è: il Consiglio regionale della Sardegna con sede legale in via Roma n.25 09125 Cagliari (contatto: e-mail pec: consiglioregionale@pec.crsardegna.it - tel.070 60141). Il Titolare si impegna a tutelare la riservatezza dei Suoi dati personali e garantisce ad essi la protezione necessaria da ogni evento che possa metterli a rischio di violazione.

**Il responsabile della protezione dei dati personali** (RPD) è la dott.ssa Simonetta Oggiana (contatto mail privacy.RPD@consregsardegna.it – tel.070 6014201).

* **Dati personali raccolti e oggetto del trattamento.**

I dati personali richiesti e da Lei forniti riguardano dati identificativi del segnalante, dell’autore del fatto e del/i soggetto/i a conoscenza del fatto e/o in grado di riferire sul medesimo (nome e cognome, data e luogo di nascita, copia di documenti di identità, codice fiscale, recapiti telefonici, domicilio/residenza, e-mail, firma, qualifica, sede di servizio, organizzazione o associazione di appartenenza).

* **Finalità del trattamento**.

Il trattamento dei dati personali richiesti e da Lei forniti è finalizzato all’effettuazione dell’attività conseguente alla segnalazione di reati o irregolarità così come previsto dall’art. 54bis del decreto legislativo 30 marzo 2001, n. 165, concernente la tutela del dipendente o collaboratore che segnala illeciti. Ogni comunicazione che non risponde a tali finalità sarà sottoposta al Suo consenso.

* **Natura del conferimento.**

Il conferimento dei dati, raccolti o comunque ottenuti dal Titolare secondo le modalità tese a garantire l’anonimato (così come previsto dalla normativa vigente), si intende necessario: il mancato conferimento secondo le modalità previste comporta l’impossibilità per il Titolare di dar seguito alla valutazione delle proposte e/o osservazioni presentate.

* **Modalità di trattamento e di conservazione.**

Il trattamento dei dati che La riguardano avviene attraverso mezzi e strumenti sia elettronici che manuali messi a disposizione dei soggetti che agiscono sotto l’autorità del Titolare, e allo scopo autorizzati e formati. Gli archivi cartacei e soprattutto elettronici dove i Suoi dati sono archiviati e conservati vengono protetti mediante misure di sicurezza efficaci e adeguate a contrastare i rischi di violazione considerati dal Titolare. Il Titolare provvede alla verifica periodica e costante delle misure adottate, soprattutto per gli strumenti elettronici e telematici, a garanzia della riservatezza dei dati personali per loro tramite trattati, archiviati e conservati. I dati personali richiesti e da Lei forniti sono conservati per un periodo minimo pari almeno a dieci anni. Nel caso in cui sia instaurato un giudizio, tale termine si prolunga fino alla conclusione del giudizio stesso.

Gli archivi informatici si trovano all’interno dei confini dell’UE e non è prevista la loro connessione o interazione con database locati all’estero. Il luogo di custodia dei dati trattati è il Consiglio regionale della Sardegna.

* **Ambito di diffusione.**

 Ai dati personali richiesti e da Lei forniti potrà avere accesso per le finalità già specificate, il Responsabile della prevenzione della corruzione e per la trasparenza del Consiglio regionale della Sardegna, individuato quale Custode dell’identità, autorizzato al trattamento. I suoi dati personali non sono oggetto di diffusione e possono essere comunicati ad altri soggetti pubblici e privati unicamente in forza di una disposizione di legge o di regolamento che lo preveda, così come previsto dall’art. 54bis del Dlgs 165/2001.

* **Trasferimento dei dati personali.**

I suoi dati non sono trasferiti né in Stati membri dell’Unione Europea né in Paesi terzi non appartenenti all’Unione Europea.

* **Esistenza di un processo decisionale automatizzato, compresa la profilazione**

In merito non è adottato alcun processo decisionale automatizzato, compresa la profilazione, di cui all'articolo 22, paragrafi 1 e 4, del Regolamento UE 2016/679.

* **Diritti dell’interessato**.

Il Regolamento UE 2016/679 prevede che Lei ha diritto a tutte le informazioni di cui agli articoli 13 e 14 e alle comunicazioni di cui agli articoli da 15 a 22. Può esercitare i diritti che Le sono riconosciuti in ogni momento e senza oneri o formalità particolari, e specificatamente: di avere l’accesso ai propri dati personali; di ottenere la rettifica o la cancellazione degli stessi o la limitazione del trattamento o di opporsi al trattamento; di revocare il consenso in qualsiasi momento senza pregiudicare la liceità del trattamento basato sul consenso prestato prima della revoca e il diritto alla portabilità dei dati. I precitati diritti potranno essere esercitati con richiesta scritta inviata al Consiglio regionale della Sardegna all'indirizzo postale della sede legale o agli indirizzi e-mail sopra riportati. Potrà altresì rivolgersi al Responsabile della protezione dei dati (RPD) per avere informazioni e supporto in ordine alle sue richieste.

L’interessato ha diritto di proporre reclamo al Garante per la protezione dei dati personali ( (seguendo le istruzioni rese dal medesimo al link: <https://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/4535524>) o all’autorità giudiziaria qualora ritenesse che i propri dati siano trattati in violazione del GDPR o di altre norme nazionali.

|  |  |
| --- | --- |
| Luogo e data\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ FIRMA \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  |  |

1. Qualora il segnalante rivesta la qualifica di pubblico ufficiale, l’invio della presente segnalazione non lo esonera dall’obbligo di denunciare alla competente Autorità giudiziaria i fatti penalmente rilevanti e le ipotesi di danno erariale. [↑](#footnote-ref-1)
2. La segnalazione non riguarda rimostranze di carattere personale del segnalante o richieste che attengono alla disciplina del rapporto di lavoro o ai rapporti col superiore gerarchico o colleghi, per le quali occorre fare riferimento al servizio competente per il personale. [↑](#footnote-ref-2)
3. Indicare i dati anagrafici se conosciuti o, in caso contrario, ogni altro elemento idoneo all’identificazione. [↑](#footnote-ref-3)
4. 4 Indicare i dati anagrafici se conosciuti o, in caso contrario, ogni altro elemento idoneo all’identificazione. [↑](#footnote-ref-4)